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Information Security [INFOSEC]
Briefing

Phone: 401-254-6363 E-Mail: mediatech@rwu.edu

 
December - 2022 Cybersecurity Focus

‘TWAS THE MONTH BEFORE THE HOLIDAYS AND ALL TRHOUGH THE NET
SCAMMERS WERE PHISHING TO SEE WHAT THEY CAN GET

THEIR PHISHING EMAILS AND TEXT WERE SENT TO FOLKS EVERYWHERE
IN HOPE TO FIND CLICKERS, WHO CLICK WITHOUT CARE

 
THE TRAPS ARE NOW SET WITH OFFERS GALORE

FOR DISCOUNTS, CRUISES, GIFT CARDS, AND MORE
SOME EVEN THREATEN TO PAUSE YOUR ACCOUNT

IF YOU DON’T CLICK, AND PAY SOME AMOUNT
 

BUT AT RWU WE ARE MUCH SMARTER THAN THEY
WE’VE STUDIED AND TRAINED IN A PRACTICAL WAY

WE SEE THE SIGNS OF A SUSPECTED ATTACK
WE THROW THEM AWAY, JUST LIKE THAT

 
WE CHECK THAT THE MAIL IS FROM A KNOWN SENDER
AND VERIFY LINKS TO WEBSITES FROM EACH VENDOR

WE NEVER FALL FOR PROMISES OF QUICK CASH
AND LINKS TO CHANGE PASSWORDS WE PUT IN THE TRASH

BUT WHEN WE ARE NOT SURE, IF THAT EMAIL IS REAL
WE CALL MEDIATECH TO SEE WHAT THEY FEEL

 
THE POINT IS TO BE CAREFUL, AND PROTECT ALL OUR FILES

SO THE STUDENTS KEEP HAPPY, AND MANAGEMENT SMILES
WE KNOW IT IS HARD, BUT KEEP UP THE FIGHT

AND HAPPY HOLIDAYS TO ALL, AND TO ALL A GOOD NIGHT!
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Sincerely,

IT Management

 

                                                                                                                                        
Don’t take the bait!  IT will never ask you for your username and password via email.
Phishing e-mails attempt to deceive you into giving up private information in a response
to a message or by leading you to a fraudulent web site.

For more tips about phishing, go to www.phishinginfo.org.
 

 

Follow Roger Williams University Information Technology on Twitter and Facebook for alerts,
technology notifications, tips, and news.
 
This has been an official communication for Roger Williams University’s Office of Information Technology.  You are
receiving this message because of your current relationship with Roger Williams University.
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